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Course Code: Course Name: Course Credit 

Weight:

Full time is 9 

credits or more

Part-time is 8 

credits or less.

Availability: Passing Grade: Pre-requisites:

A course that a student 

must pass before 

registering in a more 

advanced course. 

Co-requisites:

A course that a student must be 

registered in at the same time as 

another course or completed 

beforehand.

Completion Checklist:

ISEC1101 Introduction to Information Security 3 credits Fall D (50% or higher)
ISEC3201 Introduction to Endpoint Security 3 credits Fall D (50% or higher)
ISEC3301 Cryptography 3 credits Fall D (50% or higher)
MGMT3102 Contingency Planning and Disaster Recovery 3 credits Fall D (50% or higher)
MGMT3601 Security Frameworks & Risk Management 3 credits Fall D (50% or higher)
TECH3201 Network Security 3 credits Fall D (50% or higher)
CLCM3201 Introduction to Cloud Security 3 credits Winter D (50% or higher)
ISEC3202 Vulnerability Management 3 credits Winter D (50% or higher)
ISEC3203 Security Exploits and Network Defense 3 credits Winter D (50% or higher)
ISEC3204 Advanced Endpoint Security 3 credits Winter D (50% or higher) ISEC3201

ISEC3999 Cybersecurity Capstone Project  3 credits Winter D (50% or higher) ISEC3101

TECH3202 Advanced Network Security 3 credits Winter D (50% or higher)
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CYBERSECURITY POST-DIPLOMA CERTIFICATE PROGRAM COURSE LIST EFFECTIVE FALL 2022
All courses in the Cybersecurity Post-Diploma Certificate (CSP) Program must be completed within three years of your start date. 
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