
 

Classification: General 

Application Reason 

TikTok 
Collects Personally Identifiable Information (PII) including name, age, and biometric features (voice 
pattern, facial features) of users, IP address, time zone, keystroke patterns, images, contact lists, and 
other applications. 

Bark Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

4chan Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Observable Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

TinyURL Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

SouthWest Airlines Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

RouteOne Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

PrimeXeon Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

GuildWars2.com Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

SICK Sensor Intelligence Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Cliniko Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Myhost.ie Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Aiva Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

AtOnce Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

fastdomain Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

nopCommerce Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Plooto Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Parsons Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

SpaceIQ Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Nerdio Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

unroll.me Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Monster Hiring Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Sheffield Allam University Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

CorelDraw Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Marketing 360 Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Insala Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

UptimeRobot Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Walls.io Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Hannon Hill Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

DeepArt AI Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Spiderhost Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Mursion Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Phorest Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

KNIME Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Ometria Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Assesments 24x7 Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

BuilderTREND Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

DZone Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Ask Any Difference Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Hostelworld Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Foleon Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

eBoundHost Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Eventfinda Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

APPTUS Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Conetix Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Bloomfire Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Justinmind Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

File.org Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Kununu Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

C.A. Short Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

DomainPeople Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Map Your Show Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

StarChapter Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

ClearPoint Strategy Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Metadata IO Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Business in a Box Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Think Exam Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Cambium Networks cnMaestro Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Jibble Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

HFMA Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Guesty Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Bloomerang Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Mynavi Job Change Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Paragon Software Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Relias Learning Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Asscend Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

CloudFronts Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Everest Group Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Fitzii Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Daktronics Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Revenera Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

BeotelNet Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Dundas Data Visualization Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Windcave Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Can Stock Photo Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Glofox Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Examsoft Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Youku Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Advarra Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Plutora Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Openbravo Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

PeoplePerHour Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

SundaySky Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Notejoy Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Lexpress Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Denakop Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Landis+Gyr Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Chargify Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Helpspot Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Audioboom Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

TeacherTube Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Respond IO Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Spiegel Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

MakeShop by GMO Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

1&1 Internet SE Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Yell Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

SwaggerHub Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Gofile Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Nickelled Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Shareaholic Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

SellerCloud Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

GroovinAds Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

HiConversion Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Duetto Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Pond5 Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

shop-pro.jp Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Cint Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

WebHero Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

MouseStats Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Unfuddle Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

WORKetc Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Total Uptime Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Kantola Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Panduit Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

EnovaPoint Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

JAM Software Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Exactag Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Bobcares Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

MediaSite Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Empower Corporation Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Deskera Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

AlumniClass Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

NewsBank Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Excite Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Launch27 Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

MatchCraft Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Brightwheel Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

EZFacility Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Keep&Share Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Pbhs Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Xrea Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Federal Office of Information Technology 

and Telecommunications 

Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

JSON Formatter Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Teamup Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Medknow Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Rave Mobile Safety Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Bretford Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Qobuz Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Field59 Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

ReferralCandy Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

UKHost4u Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Avvio Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Nyansa Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Obozrevatel Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

4imprint Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Slamdot Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Lokad Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Convertcsv Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Meritnation Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Calcalist Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Irish Domains Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Ghost Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Skyword Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Sterling Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Covetrus - eVetPractice Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Aspen Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Cloud Direct Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Secutix Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

HRSG Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Advanced Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Atman Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Syncronex Ellington Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Practo Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Celayix Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Invoiced Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

VirtoSoftware Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

EZProvider Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

IPOWER Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Black Dog Institute Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Jagoanhosting Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Bookboon Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

GiveSmart Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Spencer Stuart Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

GulfTalent Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

PerfectXL Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Host100 Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

BOE REPORT Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

WebSan Solutions Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Bookqable Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

ARCserve Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Internet Thailand Public Company Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Placester Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

LeanLaw Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Snipboard Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

TVB Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

123Apps-Online Video Cutter Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

ClipConverter.cc Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Hashtagify Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Nord Checkout Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

ulg.ac.be Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Protiviti Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Almabase Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Adimo Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

123Apps-Online Voice Recorder Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

123Apps-Video Recorder Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

TalkFreely Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Relentless Hosting Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Securonix Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Online Chat Centers Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

PaizaCloud Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Myhosting.com Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

SiteMinder Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Land Rover Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Medialooks Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

GAIJIN Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Xconvert Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

CanPages Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Hawaiian Airlines Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Columbia University Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

AISEO Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Jobillico Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Bookafy Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Parents Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

OHSU Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Schedulicity Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Hatena Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

The CommonWealth Fund Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Brave River Solutions Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

CommitChange Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Demosphere Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Panzoid Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

NRICH Maths Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

BitPay Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

freepdfconvert.com Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Greenway Health Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

1blu Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Dormakaba Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Hostelz Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

SpriggHR Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

NVISION Eye Centers Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Tradebit Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

PaymentEvolution Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

TargetBay Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

BlueCat Networks Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Rise People Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Lanka Host Web Hosting Network Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

TeamGantt Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

VTS Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

AAPT Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

The West Australian Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

YOPmail Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

ScreenRec Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

KGW Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Zift Solutions Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Perth Web Hosting Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

DealerCenter Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

GoSkills Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

AudioFanzine Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

DealerSync Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Procare Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

UW Health Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

APIC Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Educreations Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Marketing Evolution Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Virtual College Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

CardConnect Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

MediaNet Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Tasks in a Box Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

QLess Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

CompareHRIS Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

MiraCosta College Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

URL2PNG Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Upwave Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Society For American Baseball Research Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Scribie Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Brightbox Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Chatham Kent BidsandTenders Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

ProofHub Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Equitable Life of Canada Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

iFlyChat Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

TRICARE Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Strategyzer Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Audiotool Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Git Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Canteen Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

AC3 Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Dirxion Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

ACOG Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

HelpOnClick Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Cloudnet Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Online2PDF.com Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Halo Recognition Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Pimsy Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

YANWEN Express Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

PracticePanther Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Bigjpg Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

National Center for State Courts Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Hosting022 Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

FrAndroid Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Nice Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Apexchat Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Alongside Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Keen Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Go Moment Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Simplestream Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

HostSG Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Web3Box Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

PeopleKeep Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

MySpace Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Full Fabric Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Mioot Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Ashdown Technologies Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Learnamic Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Dynasoft Communications Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

On Policy Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

DiffNow Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Reduce Images Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

ATR Systems Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Prometheus Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Font Plus Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

CSI Literacy Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

ECP Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

K12Reader Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Brightspot Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Sesame Communications Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

FredisaLearns Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

NWI Networks Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Full Circle Insights Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 



 

Classification: General 

Application Reason 

Thinking Portfolio Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Exemplify Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

Bamboo Cricket Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

WeChat Listed by Microsoft as a high-risk application as defined by their threat intelligence, categorized as either 

security, compliance, or legal concerns, or a combination therein. 

 


